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PC-EFTPOS EFTSRV Release Notes

V4.3.0.4

· Built with OpenSSL library V1.0.1.10.

· V4.3.X.X versions use TLS connections to GW servers but this version prevents use of SSLv3.

V4.3.0.3

· Fix for service hanging on shutdown.

V4.3.0.2

· Added support for wireless fallback devices (ie. GHL L50).

· Binary built with static MFC libraries instead of dynamic MFC libraries.

V4.3.0.1

· Port project to VS2005 dev environment.

· New SSL libraries and socket class used.

V4.2.7.23

· Fix to prevent DNS lookups blocking all uplinks.

V4.2.7.22

· Fix to prevent SSL link salt very rarely being set to past value by message from GW that could cause link to be closed.

V4.2.7.21

· add crash dump support.

· limit X25 shutdown wait time to 10 secs.

V4.2.7.20

· Fix to correctly set the NII on a dialup line using the external GUI.

V4.2.7.19

· Fix for problem where the rotation of host ids used in idle status polls failed to cycle through all host ids.

V4.2.7.18

· Added event logging for host id status changes that can be enabled in the registry.

V4.2.7.17

· Change to code that detects AS2805 length format on field 2.

V4.2.7.16

· Fix for auto line restart not working in some cases.

· Removal of invalid default exception catch on thread base class.

V4.2.7.15

· Added support for HostEm dll name setting from the external GUI.

V4.2.7.14

· Fixed problem where hello message was not being sent at required interval which could cause frequent disconnection of idle clients.

V4.2.7.13

· Enhanced extension dll interface driver to support tx/rx function interface.

V4.2.7.12

· Changed most timers to use tick counter rather than RTC to better handle system time changes.

V4.2.7.11

· Added auto correction of length byte order for Bendigo Bank responses.

V4.2.7.10

· Correction to code that extracts message type from Bendigo Bank responses.

V4.2.7.9

· Bug fix to allow messages with a zero byte at the start to channel correctly through to an extension dll.

V4.2.7.8

· Improvements to message container class to better handle short and invalid messages that could otherwise cause the server to crash.

V4.2.7.7

· Improves how sockets are managed to avoid bad intermediate states (such as a failed listen socket occasionally seen at startup).

· Correction to decoding AS2805 messages with a variable length field with a zero length.

V4.2.7.6

· Add protocol auto detection for clients and use this when the terminal is in NON-EFTSRV mode so that the external GUI can work (COSTCO).

· Reinstated old code that sets the SO_REUSEADDRESS flag on the listening socket.
V4.2.7.4

· modify TCPIP line auto restart on Tx/Rx difference logic and add registry setting (TX_FAIL_TIME) to control timing.

V4.2.7.3

· Sockets mutex used for thread safe interaction with main server thread.

· updates to statistics to improve thread safety and rate calculations.
V4.2.7.0

· Rework of Async Sockets code to improve speed and thread-safety.

· Increase socket limit to 8192.

· Replace Most Recent Terminal List with version derived from EFTSRVHQ code (fast and better maintains return routes).

· Move startup and shutdown sequence into main server thread (improves thread interactions).

· Speed up event logging thread.
V4.2.6.63

· Bug fix for the stats commands where the GUI was used and the IP port was greater than 4 bytes.
V4.2.6.61

· Bug fix to PPP_CMD. The SetRXTime was not being set correctly for the new B3 commands.
V4.2.6.60

· Shortened SSL uplink messages implemented.

· PPP_CMD updated to support B3 commands
V4.2.6.59

· EMS TX/RX counts now on status page.

· SERVER\MAXIMUM_INTERFACES_ALLOWED (Dword default to 128). Allows us to have an EFTSRV with more than 12 interfaces.

· SSL class now handles its own restarts

· Wouldblock code now modified to re-add to original Q

· SendSocket fail now disconnects the client 

· Status page dialog counter boxes now larger.

V4.2.6.55

· SERVER\EXIT_SLEEP_TIME ( DWORD. Default to 6 seconds)

· Delay on power down to allow other apps using EFTSRV to get a final message out.

V4.2.6.53

· New stats page

· Stale timeout increased from 15 to 25 seconds.

· Default exception log size increased from 500k to 900k

· Local mapped file removed.

· SSL DLL code added.

· Change in SSL loop to prevent possible lockup

· Interface list locked in a few places.
V4.2.6.51

· Inter Msg gap on IP layer now increased to 7 to handle possible large messages that are joined at the IP layer.
V4.2.6.50

· EMS Direct to line now does not increment status page TX count.
V4.2.6.49

· Code to handle wouldblock on sockets implemented.
V4.2.6.48

· Change to Must Match logic to allow non-matched entries to go to last route instead of the first.

· Intralink line can now have a pre-defined modem INIT string

· LINE_XXXX\MDMINITMOD   (string). 

· It previously appended to the built in string. 

· Now sends this exact string to the modem.

· Handling of incoming encrypted messages from Argent could result in the MTYPE xml tag having a NULL in it which would stop the EFTSRV from identifying the TID and MID in the message.

· Discard Event message now has message size.

· MRT size limit set to 500. Was 0. This will allow the MRT to grow to 500 and then remain constant.

V4.2.6.42

· ETSL encryption implemented and working.

· HostEM DLL implementation tested and working.

· Bendigo Encryption implanted and working.

· InsertRoute bug fix. Would have caused incorrect configuration to be stored in the registry if the GUI was used for multiple routes.

V4.2.6.36

· Intralink Modem code added for DSE NZ. (Not tested yet)

· Accessed via standard Intralink line type.
V4.2.6.35

· Bug fix in pinpad polled mode for clients where all messages come into the EFTSRV on the one socket.

· Direct to EMS2 line now only works with XML.
V4.2.6.34

· Broadcast messaging changed to utilize MRT ( not tested)

· MustMatch code for SHA matching on a route changed and tested to NAB.

V4.2.6.33

· Time in MRT now 10 minutes

· Status option ‘9’ now retrieves EMS2 data

· Direct to EMS2 line ability added.

· EMS2 activation removed.

· EMS will not work from EFTSRV anymore.

· EFTSRV broadcast messaging added ( not tested)

V4.2.6.32

· Westpac encryption added for P66 and Argent lines.

· This allows Westpac to send fully encrypted messages to/from these lines.
V4.2.6.31

· New SSL Connect sequence

· Requires new SSL HQ Server

V4.2.6.30

· MRT list enabled by default.

· No client list maintained at all.

· Stale messages are flushed when an IP session starts.

· Bug fix for Pinpad poll mode. EFTSRV was not setting the Message Id correctly for message on different sockets.

· UID reset if username changed.

· SSL class now listens for errors from SSL server and can suspend the connection of there is an error.

· SSL class send MAC and IP to server on connect.

· MTYPE now added to XML header for non-as2805. Not tested

· SERVER\ENABLE_STOP_BUTTON ( Dword set to 1 by default). Set to 0 to disable STOP button when ran as an application.
V4.2.6.28

· CNP error on an IP line closes socket.

· Auto status to clients is stopped if the server is in non-eftsrv mode.
V4.2.6.27

· Routing Algorithm Change:

· If the SHA override in a route is “MustMatch”, the SHA from the pinpad must match the last 8 bytes of the stored SHA Override and the Host-ID of both the pinpad and route must match.

· Not tested yet!!!

V4.2.6.26

· PCE XML tag now available for pinpads to send non-as2805 messages through the EFTSRV network. Only Non-EFTSRV TCP/IP termination points allowed.

V4.2.6.24

· SERVER\X25_HEARTBEAT_INTERVAL (DWORD. Defaults to 0)

· Number of seconds between heartbeats to Wanware SyncServer

· TCP line restarted if TCP connected is FALSE or Line status is Idle

· Discard counts added to Exceptions key in registry

· EVL\STORE_MSG_TYPES ( DWORD default to 0)

· Stores array of message types counts.

· Returned to EMS 2 as part of stats if enabled.

· SERVER\LINE_STATUS_UPDATE_INTERVAL (DWORD default to 0 which is OFF)

· Send clients a status for each line every n seconds
V4.2.6.22

· All route status are sent to client on connect.
V4.2.6.21

· The SSL line goes to Idle if it does not receive a Connect message within 10 seconds of connecting.
V4.2.6.20

· A Host Emulator line has test status options
V4.2.6.19

· Runas option for service mode adjusted.
V4.2.6.18

· Non-EFTSRV mode BCD bug fix for greater than 1000 bytes received.

· IP line had an un-initialized timer. It may have caused an issue on auto restarting an IP line.
V4.2.6.17

· ANY_IP is now default listen mode for server
V4.2.6.16

· Bug fix for Pinpad direct interface

· X.25 connecting status now changed to starting.
V4.2.6.14

· SSL properties now has Host List

· SSL line only connected after superstatus. Stops the EFTSRV thinking an SSL is valid if its not an EFTSRV at the other end.
V4.2.6.13

· Bug fix for new polling mode.
V4.2.6.12

· Pinpad Polling now an option in the EFTSRV.

· Only in Non-eftsrv mode.

· See ROM interface spec for full details
V4.2.6.11

· SERVER\MAX_TX_SIZE_FOR_X25 (DWORD Default to 512).

· This sets the max size for data allowed to go over X.25

· Error Messages from a crash involving Windows or MFC won’t be displayed. This allows the service Manager to restart the app without waiting for the OK button to be pressed on the dialog crash window.
V4.2.6.10

· Bug fixes for Event Msg handler

· Bug fixes for PCI compliance code.
V4.2.6.4

· Internal 3-des encryption re-enabled. Was broken v4.2.5.40

· More trace data deleted for PCI compliance.
V4.2.6.3

· Test Argent line functionality now allowed with Nac Signon ( at start only)
V4.2.6.2

· Internal Event messaging in place. 

· Trace Data for As2805 messages has been removed. No as2805 messages are in trace file. This is a PCI compliance requirement.

· X25 startup status is now starting ( instead of Connecting)

· Argent line test capability added.
V4.2.5.43

· Bug fix to allow a non-eftsrv line to hangup if the client requests it ( and the line has hangup enabled)
V4.2.5.42

· Readset exceptions would delete there writeset index. This is a bug that may possibly cause the EFTSRV to lose TCP read capabilities on a valid socket. 

· Writeset failure debug was incorrect.

· Exception set failure debug was incorrect.

· Changed text on Server page to indicate the settings are for the local EFSRV address.

V4.2.5.41

· SERVER\ARGENT_ERROR_TIMEOUT ( default to 5 seconds). This is the number of seconds that the Argent line will be held in error if a CLNP error occurs. ( Untested in this release at the time of the release notes!!!!!)

· As2805 unpack. If we get a normal AIIC field ( f32), we will not look for field 35 to be the non-standard WW/CBA format. We just expect F35 to be normal. This eliminates a possible unpack error.

· AS2805 unpack. The unpack routine for lvarnumerics has been strengthened to prevent a possible crash if extremely large ( or invalid) data is sent from a client.

· Bug fix to use the correct secondary port on a SSL line. The EFTSRV used to use the same port as the primary for the secondary, regardless of the setting.
V4.2.5.40

· Each route can now be selected as the default route by ticking the box on the route properties. If no line is selected as default, the last route will be the default ( as was previously the case)

· New events written to the event viewer file:

· Uplink Timeout ( 5004)

· Client Timeout ( 5005)

· TX>RX Line reset (5006)

· A count of all events is maintained in the registry under EXCEPTIONS.

· Auto-detect listen mode bug fixed for non-EFTSRV client connections. ( Only applicable if the EFTSRV is setup to auto-detect client types)

· If in Auto listen mode, the title will display this.

· TX and RX counts for non-eftsrv client will now be updated.

· Bug fix in SSL line. The HOST-ID could be compared to NULL if the line was trying to connect to the SSL-EFTSRV and a pinpad was requesting the status of the SSL line. This caused the EFTSRV to crash!!

· New feature to reset a TCP line if the TX count is greater than the RX count by a defined margin. LINE_xxxx\TX_FAIL_DIFFERENCE (default to 0 = OFF). The value represents the difference that the TX can get greater than the RX before the TCP line is reset. 

· Program debug option enabled in Compiler at the request of Woolworths. This outputs a file which could be used in low-level debugging in the future if required.
V4.2.5.39

· New Route Algorithm. Only change is to check on both HOST-ID and Nii in message ( if they are both defined in the route)

· Select on ClientID if Host ID is “”

· Select on HOST-ID match and NII in Message ( if both are defined in the route)

· Select on HOST-ID if NII in message is “”

· Select on NII in message if HOST-ID is “”

V4.2.5.38

· SSL line bug fix on HOST-ID field to allow the head office SSL-EFTSRV to send back the correct Host-ID status. Previous versions would have not allowed more than one lines status to be returned as there was an offset bug in the EFTSRV SSL line code.
V4.2.5.37

· The SSL line now sets the internal encryption flag to off before passing messages over the SSL line. The SSL line already encrypts the messages, so the internal encryption is not required.
V4.2.5.36

· Minor change to Event logging for Vista

· Bug fix for stats command when the line properties of the SSL line were requested. It previously returned nothing for the IP address. Now returns defined IP address.

· CLNP errors logged in Event Viewer.
V4.2.5.35

· The dynamic encryption key is now generated before the listen sockets are opened. This fixes a bug where client could connect and get there encryption key before the key was dynamically generated. This would cause some clients to have an invalid key and not be able to do transactions.
V4.2.5.34

· Removing lines is now reliable. Lines were always renamed Removing, but could get stuck in the visual display if the status changed before the remove task executed.

· SERVER\LISTEN_KEEP_ALIVE (default to FALSE). Low-level keep-alive parameter set on TCP/IP listen connection for server.
· SERVER\CONNECT_KEEP_ALIVE (default to FALSE). Low-level keep-alive parameter set on TCP/IP listen sockets.

· Keep-Alive code is implemented, but untested in this version. Awaiting sign-off from customers.

5.33

· Bug fix for XML switching. XML was not checking for HOST-ID when routing.

· All exceptions go to exclog.txt, event viewer and registry.

· SERVER/ENABLE_EVENT_VIEWER_LOGS  ( TRUE).Exceptions are logged to registry, event viewer and SNMP. This is independent of exception log files now and will default to on.

· Get Route List API now allows a parameter of ‘Z’ . This will return the new format route list with HOST ID of length 8. It also returns NII (3) and SHA_OVERRIDE(16) before the link name

· Stats Command API to reload registry ( ‘%’)
V4.2.5.32

· Bug fix in stats retrieval command. Average stats were being sent back incorrectly if the decimal point was greater than 2.

· New stats command to reset registry ( command is ‘%’)
V4.2.5.31

· Bug fix for client list API

· X.25 changes for Eicon DLL.

· Debug added in x25done

· X25cancel called if x25done fails after 10 seconds of waiting for x25call.

· Hangup only called if x25call was successful.
V4.2.5.30

· RAS line status will be connecting whilst the RAS line is dialing.

· XML message passing is now done with EFTSRV headers. Command type ‘X’ indicates XML

· XML TID is only checked if type is ‘x’( It was always checked)

· Messages received from lines are checked for XML by looking for “<XML version = “. If found, the type is set to ‘x’

V4.2.5.29

· If the Server address on the Server Tab is “ANY_IP”, the EFTSRV will listen on any IP address on the machine. This also seems to allow the EFTSRV to start up without a network card and recover when the network is plugged in. Without this setting, the EFSRV would be listening on 127.0.0.1 when started without a network card. (Note…. This has not been thoroughly tested yet)

· The server tab now has the current Servers IP address so that the user can tell which IP address the EFTSRV is on. ( visual change only)
V4.2.5.28

· Bug Fix. If a non-eftsrv clients connects, and EFTSRV is only accepting EFTSRV clients, it should disconnect the non-eftsrv client after a timeout. It now will. This was introduced in v4.2.5.25

V4.2.5.27

· Bug Fix. If a message is received from the Host that is for a client that is now disconnected, the EFTSRV could crash. This was introduced in v4.2.5.25

· Ability to run multiple EFTSRV on one machine.

· As an application, EFTSRV debug runas <name>

· As a service  EFTSRV install_as <Name>
V4.2.5.26

· Change to allow a non-eftsrv systems ( like the NCC) to send a message to the EFTSRV and the EFTSRV will return the TPDU header to the client with the bytes altered correctly. This is required so that an NCC can send a message to the EFTSRV with a TPDU header, but the message goes out a line with a CLNP header on it. The returned message from the line will be CLNP and needs to be converted to TPDU so the NCC will accept it. To enable this:

· SERVER\ADD_ALTERED_TPDU_HDR Set to 1. 

· This will only work if the MRT Cache is enabled and the listen mode is set fot Non-EFTSRV messages.

· SHA override edit box now allows up to 16 chars to be entered.

· If a message is received on a socket that is less than 40 bytes, no CRC checksum is performed on the message. It is either rejected, or analyses if using Non-EFTSRV mode. A CRC check on a very small message could crash the EFTSRV.

· A Change to allow the EFTSRV to auto detect the clients that connect. This allows EFTSRV to detect an EFTSRV client and a Non-EFTSRV client. (Previous versions could only accept one type or anotherat any one time). This change is still under test and should not be enabled in a production environment. SERVER\AUTO_DETECT_LISTEN_MODE (default is FALSE).

· SERVER\SOCKET_MSG_GAP  ( default to 3 seconds). This is the time gap between joining two IP packets together. If greater than this gap, the messages will be discarded.

· Change: SERVER\CLIENT_ZERO_REBOOT_INTERVAL (default is 0 = OFF). If this is positive, then it is the number of seconds to wait before calling the ‘Reboot Program’ if the EFTSRV detects that the number of clients has dropped from one to zero.

· New Windows Events:

· If Listen Socket Fails on startup ( event 5002)

· If client count drops from 1 to 0 ( event 5001)

· If reboot occurs on client count = 0 ( event = 5003)

· The tray icon update is now every 10 seconds instead of 1. This is because it was being called so often, that it took up most of the CPU time that EFTSRV used ( less than 1%) when the EFTSRV was idle. This now means there is no more flashing red on the EFTSRV icon. It will remain green.

· X.25 line ignores start button on line tab if it is currently in a disconnecting state. This is so the Eicon library does not die if it gets called more than once.

Version 4.2.5.24

· X.25 changes: (These are to attempt to resolve possible Handle leak issues at Woolworths). They may or may mot solve that exact problem.

· Length check on receive from Eicon DLL

· Remove 100ms sleep after an  x25 line has connected

· Added some protection for a CLNP header less than 21 bytes

· Rearrange debug in x25startup failure.

· Wait 10 seconds for makecall to complete. It was waiting 5 seconds (twice).

· A TCP/IP line can now have a DLL that is loaded that allows for encoding and decoding of the data before it is sent on a TCP/IP line. Select DLL translate on the IP line and enter the DLL name. The DLL will be called before the message is sent out and will also be called when the message returns.

· Bug Fix: If an IP line is not in a link, and it connects, the EFTSRV would crash. This was introduced in the previous version when the resetting of the timer on each line was added.

· The Host Simulator line has been renamed Local Host.

· The Buffer overflow Maximum for the Event log thread is now configurable in the registry. Registry setting is EVL\MAX_EVENT_Q_SIZE  ( default is 256)

· The time that a message can remain in the initial transaction queue is now configurable. The registry setting is SERVER\MSG_STALE_TIME (default is 15 seconds). This now allows a dial-up line to take more than 15 seconds to connect if it is required. This should be very rare.

· Get Client List API change. A request to the EFTSRV for the current client list returns as many clients as it can. This is limited on the IP packet size to about 75. The new API allows applications to request partial lists. 

· Socket level debug is now recorded if the size of the data is greater than 10 (was 47).

V4.2.5.23

· LISTEN_MODE set to 2 will reject any EFTSRV message coming into the EFTSRV. It will also look in the TPDU header for the NII to use for routing.

· In NON EFTSRV Listen Mode, a message of length 11 with byte 3 = ‘S’ will have the next 8 bytes as the HOST-ID, and the EFTSRV will return the status of the route with the HOST-ID in normal EFTSRV status response format.

· EFTSRV will listen on its UDP port and if a message “HELLO” comes in, it will return its version number.

· TPDU headers are returned correctly to client when the EFTSRV is in non-EFTSRV listen mode.

· When a TCP line connects to another EFTSRV, it will reset the link RX time to the Epoch which will allow the next status to go out immediately.

· The Windows Event Log will have an event written on power up. Info number is 5000

V4.2.5.20

· An X.25 line will now only report an error to the error log/event viewer on the first failure after power up, or the first failure after a successful connection. This will limit the number of exception errors being generated by the system when using X.25

· The Eicon interface for X.25 requires the system to wait until the Hangup command has fully completed before proceeding. If you do not wait for the command to fully complete, the Eicon DLL does not release the handles that it was using for the connection.

· The Eicon interface also requires a similar action when issuing the X.25 Call.
V4.2.5.19

· SNMP exceptions were only cleared one every 300ms. This is normally fine, but if the system generated 100’s of exceptions continually, the server would eventually not keep up clearing them and run out of memory. The system now clears them every 10ms and deletes all of them is there are more than 500 queued.

· Internal encryption error fixed.
V4.2.5.18

· Bug Fix on Eicon line. With multiple SVC’s (more than 30), it is possible that the Hangup call to Eicon DLL could be called twice. This causes the DLL to crash the server. The EFTSRV will now prevent this call to the Eicon DLL if the hangup has been performed.

· Memory leak in Eicon DLL call fixed.

V4.2.1.17

· An X.25 line can be removed whilst active.

· The removal delay is reduced to 10 seconds for connected lines.
V4.2.5.16

· X25 line now wont be re-started if the state is still connecting. This is an issue only when there are a lot (30+) SVC’s for an X.25 line. The timing of all SVC’s shutting down could have caused a timing issue which would lead to a crash.

V4.2.5.15

· Eicon X25 Interface implemented.

· ‘Nii in Msg’ edit box in route. This allows the route to be chosen via NII in msg or HOST-ID
· Over-ride SHA in route properties can now override the NII on a line with TPDU headers.

· X.25 line will not allow a Wanware line to start if the DLL has not been loaded. Ecion will work the same.

· Maximum number of X25 lines is now 100 (was 32)

· If Non EFTSRV listen mode is set, it is now announced on title of EFTSRV.

· Non EFTSRV mode =7. This will communicate with an NCC, but keep the TPDU header that originally came in on the message. ( only works for Non EFTSRV listen mode)

· Peak and Current client have been fixed on About box.

· If Most Recent transaction (MRT) list is enabled, it is displayed on Server page.
V4.2.5.11

· Bug fix for the EFTSRV when a line has no TCP/IP connection, but clients continue to send data to that line. Under load, the EFTSRV could crash or stop listening for client connections. This has been corrected by discarding data sent to lines that are not connected.

V4.2.5.10

· trace files now zip to a .\trace directory when Save Files is on.

· Non EFTSRV messages could pass CRC and be ignored. We now check for invalid CRC and invalid length before passing them through.

· New About Box with stats

· Double click icon now brings up about box

· Double RMB brings up control panel.

· Check to ensure the socket closes and does not process any incoming messages at the same time.

· Stage 1 of EiconCard for X.25 in place. Code included but not used.

V4.2.5.8

· TCP/IP line can now use RAS to dial an internet connection through Windows. It can only work using the on-demand TCP.IP line. See article on RAS for full implementation details.

· Bug fix for status of link on a non-eftsrv line.

· SERVER\RESTART_PROGRAM allows for a program to be executed if the Listen socket fails. This program could be used to restart the EFTSRV.
V4.2.5.7

· 2 lines that are installed in the same link now report back the correct status for the link and the line based upon the status of each line. Bug Fix for a certain combination of Argent and Dial-up in a single link.

V4.2.5.6

· DNS resolution in TCPIP line back to in-line. The thread method was unpredictable and only seemed to be required on some Win95 machines.

· TCP/IP line properties page now has a list of all current HOST-ID’s that have been polled on that line.

· The TCP/IP line now polls each HOST-ID that it has used when a 9999 poll comes in from the EFT-Client. This ensures the status of the uplink HOST-ID is known and correct.

· X.25 on demand (Timer Enabled) will now go to Ready under all Error conditions. (Bug Fix)

· The SSL line correctly reports the status of the uplink (similar to TCP line).
V4.2.5.4

· Hangup command from IP line to uplink EFTSRV now reset hosted status to Connecting.

V4.2.5.3

· Non EFSRV mode 5 (Cisco XOP) added. (Not tested. No device yet!)

· TCP/IP lines (with hangup enabled) that do not receive an IP failure when trying to connect will go into an error state after 12 seconds and then go back to Ready for the next attempt. This addresses a bug whee it would have stayed in Starting.
· Bug fix for dial-up P66 lines when there are multiple routes with dial-up. The first status request will now be Connecting if the last known status is too old.
V4.2.5.1

· SHA overrides work with HOST ID as well as client ID

· DNS name resolution is now in a thread to stop the main thread hanging if Windows takes minutes to respond to a DNA lookup.
V4.2.5.0

· NII routing bug fixed

· Most recent list cache implemented. Off by default. This can be cleared based upon a timer. (5 minutes)

· Each TCP line maintains its status based upon Host ID
V4.2.4.8

· SNMP DLL interface
· Registry setting to over-ride Argent line type number. This is for head quarters that also have Argent at there stores.
V4.2.4.6
· Hangup commands are now sent to uplink more efficiently

· SSL bug fix.

· AS2805 response to client now contain name of line they came from, as well as type of line.

V4.2.4.3
· X.25 line can now reliably have more than one line.
V4.2.4.2
· P66 line has dial retries

· TCP/IP line has GUI for headers 
V4.2.4.0

· SSL line interface added

· TX & RX counts on each line
V4.2.3.76
· Non-EFTSRV uplinks are now supported on the TCP/IP interface. This allows for the EFTSRV to connect to applications that listen on a TCP/IP port without using the EFTSRV proprietary headers.

· The Argent line has had a change to support the new carrier pin as altered by Telstra

· The X.25 line has had a bug fixed where it could possibly not restart under certain conditions.

· The unpack routines have been altered to support all current CBA/Woolworths As2805 variations. Previously the EFTSRV could unpack an AS2805 message from CBA incorrectly, and cause the return message to be discarded.

· A Help button has been added to the line interface. It only supports dial-up and Argent lines at present.

· The route page has the ability to override the default SHA provided by the pinpad. This will allow the EFTSRV to support multiple banks on a single Argent line.
V4.2.3.74

· Unpack routines changed for CBA (again!!!)

· Internal help for problems on lines. Press Help from line page

· Clients can select individual lines to dial.

· Eftsrv.exe show will bring up control panel.

V4.2.3.70

· TCP/IP status was maintained when link broken. Now reports correctly.

· X.25 line interface start changes. Previously it would not restart if connecting.
· Non EFTSRV line for NCC (bcd length at front of message)

· CBA unpacking of field 2 corrected.

· Quickdial and blinddial now correctly interpreted for P66
V4.2.3.63
· Bug fix for multiple tran$end lines

· Non EFTSRV lines can have headers.
V4.2.3.61

· Argent Message sending has been improved to handle more throughput. The send routine can now accept multiple incoming messages before the ACK.

V4.2.3.60

· CLNP errors are logged into Event Viewer

· Timeout intervals have been lengthened.

· Argent Carrier loss pin has been changed. Tested with new AETA

· Edit boxes do not sort anymore

· Route chosen when no matches are found is the last in the list instead of the first(default)

V4.2.3.58

· The code to handle Sockets has been altered to not close the socket on a send Error. This caused the EFTERV to crash under heavy TCP/IP traffic.

· The Sockets code also now does not disconnect a socket if a blocking error is found. It will simply retry.
V4.2.3.57

· Unpack Routine has been strengthed so that rogue bank messages do not crash the EFTSRV.

V4.2.3.5

· An XML message from the client (instead of AS2805) will be handled by the EFTSRV.

· The RXQueue Stats were not being decremented when the Queue was flushed. This has been fixed.

· An Exception Log has replaced the Transaction Log. This log will record any communication exceptions that are generated such as X.25 errors, TCP errors, dial errors, etc.

· The client can now direct messages to a particular route by using bytes 8 to 16 in the HostID field of the message header. This allows the client application to select the route of a message without relying on any AS2805 fields.

· The client application can now override the SHA in a line by sending a SHA in the first 8 bytes of the HostID field.(Blank spaces will force the EFTSRV to use the default SHA).

· Argent connecting status is now Starting.

· The FillPolls field on the P66 dial-up is now a Force Dial property. This property tells the P66 modem (v2.03 onward) that it will need to disconnect any external phone connections, then delay x*100 ms before trying to connect.

· The TCP/IP line can now be used in a ‘dial-up’ type manner. The configuration allows for a Hangup when the transaction is complete, or a timeout after the last activity. The line will go back to Ready when Idle, and will re-connect when the terminal requires connection.

V4.2.2.72

· The Transend line would return Starting as a good state. This caused switching issues when 2 Transend lines were working on the one EFTSRV.

· An Exception journal now replaces the old transaction journal.

· If Windows cannot open the COM port for the P66 dialup line, then the error will be NO COM PORT. It was Port Error.

· There is a new API call to retrieve the exceptions from the EFTSRV. The API allows for up to the last 99 exceptions.

· The EFTSRV now writes the install path to the registry.

V4.2.2.6

· The NAC signon flag in the Argent line is now correctly stored in the registry.

· The SHA can now be passed from a client to the server, and the server will use the SHA that is passed from the client in the CLNP header that is created for the message
V4.2.2.5
· If a client was connected and performing transactions to the EFTSRV disconnected, and the EFTSRV allocated the socket that the client was using to a monitor program, then the next time the original client connected, all responses would go back to the monitor program. The problem was that the client’s terminal list was not being cleared when the client socket was placed back in the free list. This problem has been corrected by clearing the terminal list when a client is established.

· The optimise option has been disabled. This caused problems with the Wanware library, and I have since found out that the Wanware library does not function correctly when the optimiser is enabled.

V4.2.1.5
· X.25 line had a bug on restarting.

· The EFTSRV no longer disconnects unresponsive clients.

· The status in the client status page has changed from Idle to Connected

· Heartbeats now return there EFTSRV identification name.

v4.2.1.6

· X.25 line can not be restarted unless the thread has finished.

· an uplink TCP/IP status of connecting is no longer classed as Ready.

v4.2.1.8

· several changes tried in v4.2.1.7 were taken out. These include delay after x25 connect, attempt at x25linkup() function call.

· The heartbeats were put back in..

v4.2.2.3

· EFTSRV to EFTSRV encryption has been added.

· multiple attempts were made at having one X.25 line open and maintain multiple VC's. The Wanware libraries 

· crashed at just about every turn, so all that code was removed. (

· The number of client connections is now 4096

· removed code that updated the terminal list from the client socket. This was not needed.

v4.2.2.5

· A bug where the client terminal list was not cleared when a client socket was returned to the free list was fixed.

· This bug would allow transactions to be sent back to the wrong client (if the new client was a monitor)

v4.2.2.6

· The NAC signon flag in the Argent line is now correctly stored in the registry.

· The SHA can now be passed from a client to the server, and the server will use the SHA that is passed from the client in the CLNP header that is created for the message.

v2.2.2.41

· The aggressive optimise option has been removed. It caused the CLNP header to be NULL filled, and the X.25 crashed upon startup.

v2.2.2.4

· unpack routine was corrected to work with CBA filed 25 which is very non-standard.

· Aggressive Optimise option was enabled

